Руководителю Управления Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций по Сибирскому федеральному округу

630099, Новосибирская обл., г. Новосибирск, а/я 325

УВЕДОМЛЕНИЕ

об обработке (о намерении осуществлять обработку) персональных данных Наименование (фамилия, имя, отчество) оператора: Администрация города Красноярска;

Адрес оператора

**Адрес местонахождения:** Российская Федерация, 660049, г. Красноярск, ул. Карла Маркса, 93

**Почтовый адреc:** Российская Федерация, 660049, г. Красноярск, ул. Карла Маркса, 93

Регионы: Красноярский край;

**ИНН:** 2451000840;

**Коды:**

ОГРН 1022402655758;

ОКПО 04020318;

**Правовое основание обработки персональных данных**

**руководствуясь** статьями 23, 24 Конституции Российской Федерации. Статьями 85 - 90 Трудового кодекса Российской Федерации. Статьей 16 Федерального закона от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации». Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных». Федеральным законом от 02.03.2007 № 25-ФЗ «О муниципальной службе в Российской Федерации. Статьями 12 - 14 Федерального закона от 02.03.2007 № 25-ФЗ «О муниципальной службе в Российской Федерации». Статьей 16 Федерального закона от 06.10.2003 № 131-ФЗ «Об общих принципах организации местного самоуправления в Российской Федерации». Статьей 12 Федерального закона от 25.12.2008 № 273-ФЗ «О противодействии коррупции». Федеральным законом от 02.05.2006 № 59-ФЗ «О порядке рассмотрения обращения граждан Российской Федерации». Уставом города Красноярска, принятым решением Красноярского городского Совета от 24.12.1997 №В-62.

Цель обработки персональных данных

**с целью** осуществления народовластия на территории г. Красноярска. Оформления трудовых отношений работников администрации г. Красноярска.

Категории персональных данных

осуществляет обработку следующих категорий персональных данных:

фамилия, имя, отчество, год рождения, месяц рождения, дата рождения, место рождения, адрес, образование; Сведения о воинском учете и реквизиты документов воинского учета. Идентификационный номер налогоплательщика. Реквизиты страхового свидетельства государственного пенсионного страхования. Гражданство. Дата медицинского обследования. Номер контактного телефона или сведения о других способах связи. Данные паспорта (серия и номер, наименование и код органа, выдавшего паспорт, дата выдачи паспорта). Пол. Сведения о наличии (отсутствии) судимости. Знание иностранного языка. Стаж работы. Сведения о поощрениях и награждениях. Наличие допуска к сведениям, составляющим государственную тайну. Сведения об аттестации. Информация о классном чине.

специальные категории персональных данных:

национальная принадлежность;

**Категории субъектов, персональные данные которых обрабатываются принадлежащих:** граждане, состоящие в служебных и трудовых отношениях с администрацией города Красноярска.

**Перечень действий с персональными данными, общее описание используемых оператором способов обработки персональных данных**: сбор; запись; систематизация; накопление; хранение; уточнение (обновление, изменение); использование; удаление; уничтожение;

**обработка вышеуказанных персональных данных будет осуществляться путем:** смешанная; с передачей по внутренней сети юридического лица; с передачей по сети Интернет;

**осуществление трансграничной передачи персональных данных:** не осуществляется

Описание мер, предусмотренных статьями 18.1. и 19 Федерального закона «О персональных данных»: назначено лицо, ответственное за организацию обработки персональных данных; опубликована политика в отношении обработки персональных данных; разработаны, утверждены локальные нормативные акты, определяющие порядок обращения с персональными данными; определены актуальные угрозы для информационных систем персональных данных; применяются необходимые правовые организационные и технические меры по обеспечению безопасности персональных данных, обрабатываемых в информационных системах персональных данных; применяются прошедшие в установленном порядке процедуры оценки соответствия средств защиты информации; производится оценка эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных; ведется учет машинных носителей персональных данных; принимаются меры по обнаружению фактов несанкционированного доступа к персональным данным, в том числе меры по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них; осуществляется резервное копирование информационных систем персональных данных, позволяющее восстановить персональные данные, модифицированные или уничтоженные вследствие несанкционированного доступа к ним; установлены правила доступа к персональным данным, обрабатываемым в информационных системах персональных данных; обеспечивается регистрация и учет всех действий, совершаемых с персональными данными в информационной системе персональных данных; производится контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных; осуществляется внутренний контроль соответствия обработки персональных данных законодательству и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, политике оператора в отношении обработки персональных данных, локальным актам оператора; производится оценка вреда, который может быть причинен субъектам персональных данных в случае нарушения законодательства, соотношение указанного вреда и принимаемых оператором мер, направленных на обеспечение выполнения обязанностей, предусмотренных законодательством; все работники оператора ознакомлены с локальными нормативными актами, определяющими порядок обращения с персональными данными, с положениями законодательства РФ о персональных данных, с требованиями по защите персональных данных.

**средства обеспечения безопасности:** Средство защиты информации «Dallas Lock»; антивирусная защита «Kaspersky»; межсетевой экран «Континент»; сканер уязвимости «RedCheck Enterprise»

**использование шифровальных (криптографических) средств:** используются

наименование, регистрационные номера и производители используемых криптографических средств: СКЗИ "КриптоПро"

уровень криптографической защиты персональных данных: КС1;

уровень специальной защиты от утечки по каналам побочных излучений и наводок: КС;

уровень защиты от несанкционированного доступа: АК1;

**Ответственный за организацию обработки персональных данных:** Меликов Рустам Абдухоликович, **номера контактных телефонов, почтовые адреса и адреса электронной почты:** 8(909)5231157 [rmelik00v@gmail.com](mailto:rmelik00v@gmail.com)

**Сведения об обеспечении безопасности персональных данных в соответствии с требованиями к защите персональных данных, установленными Правительством РФ:** Определен уровень защищенности информационной системы персональных данных (3-ий уровень защищенности). Для обеспечения 3-го уровня защищенности персональных данных при их обработке в информационной системе были выполнены необходимые меры: ограничен доступ сотрудников в серверную локально-нормативными актами; утвержден руководителем перечень лиц, имеющих доступ к персональным данным; используются межсетевые экраны для разграничения доступа к базе данных, хранящей персональные данные; внутренним приказом назначен сотрудник, ответственный за обеспечение безопасности персональных данных в информационной системе;

Дата начала обработки персональных данных: 28.11.2002

**Срок или условие прекращения обработки персональных данных:**

Прекращение деятельности муниципального органа.
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